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Abstract of the contribution: This contribution proposes a solution for IP session continuity.
Discussion

Current EPC uses GTP Tunnelling to support UE mobility and IP session continuity. However, GTP tunnelling only provides IP session continuity when the PDN GW is not changed. The UE shall establish new PDN when the PDN GW is changed. Then IP address of UE is also changed and it causes session interruption if upper layer does not provide session continuity mechanism.
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Figure 1. IP anchor relocation
Figure 1 shows border GW relocation scenario. The UE has a Protocol Data Unit (PDU) session 1 through with IP anchor 1. Because of network condition (e.g. congestion, load balancing), user plane path of PDU Session 1 may become inefficient. Then NW may reselect user plane path as well as IP anchor point, e.g. IP Anchor 1. If CN decides to reselect IP anchor (e.g. UP Entity) and the IP anchor has different local IP address pool, then new PDU session (e.g. PDU Session 2) is established. There are three options to maintain IP session continuity in this scenario.
Option 1: Upper layer session continuity
If application or transport layer support session continuity (e.g. SIP, MPTCP, SCTP, Host ID, DASH, etc), CN does not need to provide any IP session continuity mechanisms. However, application should support session continuity protocol. Existing applications should be updated to support session continuity. Also UE should support all session continuity protocols because each application may utilize different protocol. It increases UE complexity and device cost.
Option 2: Network layer session continuity
If CN provides IP session continuity, i.e. IP address is preserved when IP anchor is changed, existing applications does not need to be upgraded to provide upper layer session continuity. In order to support network layer IP address preservation, tunnelling based solution is proposed and Figure 2 shows the solution.
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Figure 2. Tunnelling based session continuity
It is assumed that all IP flows in the PDU Session requires same level of session continuity, i.e. there is a separate PDU session which supports session continuity. 
Initially, UE communicates with server in Data Network (DN) using PDU session 1 which is anchored with IP anchor 1. When UE establishes PDU session 1, UE indicates that PDU session 1 needs to support session continuity. Then NW remembers that the PDU session 1 should provide session continuity. Due to UE mobility or NW problem (e.g. congestion, load balancing), NW may reselect IP anchor. Then NW may indicate the UE to establish new PDU session. The UE establishes PDU session with indication of session continuity of existing session. 
During the PDU session establishment procedure, CP Entity makes forwarding tunnel between new IP anchor and old IP anchor based on information of PDU session 1 which is in the CP Entity. After successful establishment, NW implicitly releases old PDU session but old IP anchor need to maintain some part of old session context so that IP flows can be forwarded between IP anchors.
After PDU session is established between UE and IP anchor 2, i.e. PDU session 2, UE keep using old IP address even IP anchor 2 allocates new IP address to the UE. Also during PDU session establishment procedure, NW provides steering rule (i.e. TFT) to the UE and UP Entities so that IP flows with old IP address can be transmitted over PDU session 2. Forwarding tunnel is used between IP anchor 1 and IP anchor 2 to exchange IP flows with old IP address.
From server point view (downlink), there is no impact and server sends its data to IP anchor 1 regardless of IP anchor relocation. IP anchor 1 forwards data to IP anchor 2 and IP anchor 2 sends data to UE through PDU session 2. From UE point view (uplink), UE should not inform IP address change to application if it requested session continuity. Uplink traffic to server is sent over PDU session 2 and forwarded to IP anchor 1. IP anchor 1 sends the traffic to the server. 

In order to support this mechanism, it is assumed that routing inside PDU session is independent of IP flows, i.e. GTP like tunnelling is used in PDU session. If routing is purely based on IP address of each IP flow, UE and IP anchor additionally need to support Network Address Translation (NAT) or IP packet encapsulation.
Other applications that does not need to support session continuity uses new IP address assigned by IP anchor 2 and there is no additional handling for both uplink and downlink.
This solution uses tunnelling between IP anchors which lowers routing path efficiency. So network should consider additional tunnelling cost when it decides whether IP anchor needs to be changed.
Proposal
It is proposed to add the following solution to the TR 23.799 for Study on Architecture for Next Generation System.
* * * * Start of 1st Change * * * *
6
Solutions
Editor's Note: This section describes the solutions to the key issues and solutions to architecture design. 

6.6
Solutions for Key issue 6: Support for session and service continuity

6.6.Y
Solution 6.Y: Support of IP session continuity with IP address preservation using tunnelling between IP anchors

This solution applies to Key Issue 6 – Support for session and service continuity. This solution introduces high-level solution for IP session continuity when IP anchor is relocated.
6.6.Y.1
Architecture description

Editor's Note: This clause will contain e.g., terminology, overview, architecture description of the solution. 

Figure 6.6.Y.1-1 shows high-level solution for IP session continuity when IPI anchor reselection is occurred. In order to support network layer session continuity, tunnelling based solution is used for IP address preservation.


[image: image3.emf]NextGen Core

UE

UP 

Entity

UE

UP 

Entity

IP Anchor 1

IP Anchor 2

DN

NextGen Core

UE

UP 

Entity

UE

UP 

Entity

IP Anchor 1

DN

IP Anchor 2

PDU Session 1 

PDU Session 2 

Forwarding Tunnel

Server

Server


Figure 6.6.Y.1-1: Support of IP session continuity with IP anchor relocation using tunnelling

It is assumed that all IP flows in the PDU Session requires same level of session continuity, i.e. there is a separate PDU session which supports session continuity.

Initially, UE communicates with server in Data Network (DN) using PDU session 1 which is anchored with IP anchor 1. When UE establishes PDU session 1, UE indicates that PDU session 1 needs to support session continuity. Then NW remembers that the PDU session 1 should provide session continuity. Due to UE mobility or NW problem (e.g. congestion, load balancing), NW may reselect IP anchor. Then NW may indicate the UE to establish new PDU session. The UE establishes PDU session with indication of session continuity of existing session. 

Editor's Note: It is FFS how IP anchor reselection is triggered and session is established for IP anchor relocation. It may be solution of key issue 5: Enabling (re)selection of efficient user plane paths.

During the PDU session establishment procedure, CP Entity makes forwarding tunnel between new IP anchor and old IP anchor based on information of PDU session 1 which is in the CP Entity. After successful establishment, NW implicitly releases old PDU session but old IP anchor need to maintain some part of old session context so that IP flows can be forwarded between IP anchors.

After PDU session is established between UE and IP anchor 2, i.e. PDU session 2, UE keep using old IP address even IP anchor 2 allocates new IP address to the UE. Also during PDU session establishment procedure, NW provides QoS information (i.e. TFT) to UE and UP Entities so that IP flows with old IP address can be transmitted over PDU session 2. Forwarding tunnel is used between IP anchor 1 and IP anchor 2 to exchange IP flows with old IP address.

From server point view (downlink), there is no impact and server sends its data to IP anchor 1 regardless of IP anchor relocation. IP anchor 1 forwards data to IP anchor 2 and IP anchor 2 sends data to UE through PDU session 2. From UE point view (uplink), UE should not inform IP address change to application if it requested session continuity. Uplink traffic to server issent over PDU session 2 and forwarded to IP anchor 1. IP anchor 1 sends the traffic to the server.

In order to support this mechanism, it is assumed that routing inside PDU session is independent of IP flows, i.e. GTP like tunnelling is used in PDU session. If routing is purely based on IP address of each IP flow, UE and IP anchor additionally need to support Network Address Translation (NAT) or IP packet encapsulation.

Other applications that does not need to support session continuity uses new IP address assigned by IP anchor 2 and there is no additional handling for both uplink and downlink.
This solution uses tunnelling between IP anchors which lowers routing path efficiency. So network should consider additional tunnelling cost when it decides whether IP anchor needs to be changed.
6.6.Y.2
Function description

Editor's Note: This clause will contain function descriptions and the interactions among the network functions.

6.6.Y.3
Solution evaluation

Editor's Note: This clause will contain evaluation on the system impacts, e.g., UE, access network and non-access network.

* * * * End of Changes * * * *
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